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e-Resilience

� E-Resilience is defined as the ability of ICT systems to 

withstand, recover from and change in the face of an 

external disturbance such as a natural disaster. In 

addition, e-resilience is concerned with utilizing ICT for 

societal resilience. 

� ICTs role in DRM. Addresses not only software, and 

hardware, but also the communication aspect, and its 

ability to operate and recover during and after disasters



Role of ICT for DRRM

� ICTs as Infra for communication 

�Critical infra for Data Repository

� Delivery of information

�Means for education

�Warning the population 

�Enabling mechanism for Information Systems

� Climate and DRR forecasting, mapping, modeling

�Early warning systems



5i’s for e-Resilience Preparation in AP

� Inventory 
of the different AP member on e-resilience activities

� Inform
other AP members thru conferences and meetings

� Initiatives
ICT DRRM projects

� Integration
of Initiatives

� Implementation
as an e-resilience support to AP-IS
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Initiatives
� Moveable and Deployable ICT Resource Unit (MDRU) Project

� Provide and establish an immediate communications infrastructure 
using ICT as the method to response during disaster period

� In response to experience of the Great Japan Earthquake of 2011

� Japanese R&D initiative by the government, private sector and 
academe

� Pilot tested in Japan, Philippines and Nepal

� ITU Recommended

�Can be utilized during disaster and normal day to day operation



Integration

Education

E-Governance

R&D on DRMM



Implementation





“By failing to prepare, you are preparing to 

fail.”    -- Benjamin Franklin

THANK YOU


